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Chairman Neilson, Chairman Benninghoff, and members of the House of Representatives 
Transportation Committee; thank you for the opportunity to provide written testimony on 
behalf of the Pennsylvania District Attorneys Association regarding HB 1247.     
 
While we understand the laudable intent behind this legislation is to allow for efficiency 
and ease of access to ID for consumers and drivers, we have identified some initial safety 
and security concerns around the concept of electronic drivers’ licenses.     
 
I. Permitting electronic ID will potentially promote fraud because they will be much easier 
to counterfeit than a physical drivers license and subject to less scrutiny by officers. 
   
A. Over the last year Pennsylvania Liquor Control Enforcement agents have indicated that 
fake ID operations have almost entirely gone online. Instead of meeting in person with 
individuals who photograph, design, and print fake IDs, underage drinkers simply get them 
from various websites on the internet. 
 
B.  It is much easier to falsify documents online where no hard copy is required or subject 
to inspection.   Electronic IDs, as proposed, are presented on a screen, lacking touch, and 
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visual confirmation or the ability to inspect both sides and find holograms that are intact 
and difficult to duplicate. 
  
C. The Commonwealth recently promoted an advertising campaign encouraging everyone 
to obtain a "Real ID."  To obtain, a physical ID must be verified with a social security card, 
passport, and other identifying documents before a “real ID” can be issued. The move to 
“real IDs” ensures security features like embedded bar codes and holograms making them 
more secure and federally acceptable for travel nationwide. 
  
II. Offshore criminals who produce fake IDs through websites will likely capitalize upon 
this law change and it will be very difficult for law enforcement to prosecute.  The proposed 
bill may inadvertently make it easier for international scammers to obtain identifying 
information from minors who want a fake ID including birthdates, addresses, bank account 
or credit card payment information and may increase the risk of exploiting or blackmailing 
the minors.   
  
III. Law Enforcement is put in extreme danger by encouraging cellphone use during traffic 
stops. Currently law enforcement does not want or allow individuals to use cellphones 
during lawful traffic stops because: 
 
A. Dangerous suspects may use them to call or text other individuals telling them to come 
to the location which can lead to interference with the police.  Having others appear at the 
scene may impact the safety of officers and the occupants of the stopped vehicle and 
heighten emotions or distract the police who must divert attention to the other individual 
and maintain safety; unnecessarily prolonging the underlying stop.  
 
B. Cellphones can be mistaken for firearms and therefore lead to accidental 
shootings.  Often cell phones are kept in pockets or consoles which could lead a person 
stopped to reach for their phone with the intention of displaying their electronic license.  
This type of reach is concerning for police and can be misconstrued as reaching for a 
weapon, thereby escalating a traffic stop due to safety concerns.   
 
C. There are firearms specifically designed to mimic the appearance of cellphones, the 
situation could lead to the shooting of officers.  This video link contains a demonstration of 
a functional “cell phone” firearm.  https://youtu.be/VbVv9ru9t9Q 
 
 
 
 
 
 
 
 
 
 

https://youtu.be/VbVv9ru9t9Q


3 
 

PHOTO OF CELL PHONE FIREARM: 

 
    
IV. Encouraging suspects to rifle through their cellphone during a traffic stop may lead to 
the destruction of evidence. Drug dealers or anyone with evidence on their phone they seek 
to hide can quickly delete or wipe an entire phone or associated account clean.  Allowing 
the opportunity to produce your drivers license on a cell phone could provide a mechanism 
to destroy evidence. 
 
Again, I thank you for the opportunity to submit testimony for consideration.  PDAA is 
willing to further discuss this concept and provide real life examples that will further 
demonstrate the reasoning behind these concerns.   
 
 


